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Abstract: The author briefly presents a series of recent aspects in the current 

geopolitical context regarding some strong points as well as internal and external 

vulnerabilities of the military communication and informatics systems and networks 

developed in the Romanian Armed Forces since 1997. In the second section we referred to 

the evolutions in austerity and hostility conditions of the main operational and technical 

sequels of Romanian Armed Forces Transmissions System - STAR (RTP/RMNC). 

Furthermore, we presented some strong points of the achieved systems and principles taken 

into account along the modernization and transformation effort (regarding the NATO 

criteria and requirements), as well as their internal and external vulnerabilities identified 

following a thorough analysis. 
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1. Introduction 
 

e consider, based on a complex set of arguments, within the 

reach of current civilian and military decision makers of the 

Ministry of Defense that the theme we are interested in is also 

topical in the current global and regional geopolitical context. 
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